Updated Cyber Commercial Activity Function Codes
	CAFC Alphanumeric Code
	CAFC Title
	Corresponding DCWF Work Role Code

	Group 2 - Cyber, Communications, Computing and Other Information Services 
(part of Category I - Infrastructure; not all inclusive: previous Group 2 CAFCs are retained)

	D111
	All-Source Analyst (Cyber Infrastructure Category)
	111

	D112
	Mission Assessment Specialist (Cyber Infrastructure Category)
	112

	D121
	Exploitation Analyst (Cyber Infrastructure Category)
	121

	D131
	Target Developer (Cyber Infrastructure Category)
	131

	D132
	Target Network Analyst (Cyber Infrastructure Category)
	132

	D133
	Target Reporter (Cyber Infrastructure Category)
	133

	D141
	 Warning Analyst (Cyber Infrastructure Category)
	141

	D151
	Multi-Disciplined Language Analyst (Cyber Infrastructure Category)
	151

	D211
	Forensics Analyst (Cyber Infrastructure Category)
	211

	D212
	Defense Forensics Analyst (Cyber Infrastructure Category)
	212

	D221
	Crime Investigator (Cyber Infrastructure Category)
	221

	D311
	All-Source Collection Manager (Cyber Infrastructure Category)
	311

	D312
	All-Source Collection Requirements Manager (Cyber Infrastructure Category)
	312

	D321
	Access Network Operator (Cyber Infrastructure Category)
	321

	D322
	Interactive Operator (Cyber Infrastructure Category)
	322

	D331
	Cyber Intelligence Planner (Cyber Infrastructure Category)
	331

	D332
	Cyber Operations Planner (Cyber Infrastructure Category)
	332

	D333
	Partner Integration Planner (Cyber Infrastructure Category)
	333

	D411
	Technical Support Specialist (Cyber Infrastructure Category)
	411

	D421
	Database Administrator (Cyber Infrastructure Category)
	421

	D422
	Data Analyst (Cyber Infrastructure Category)
	422

	D431
	Knowledge Manager (Cyber Infrastructure Category)
	431

	D441
	Network Operations Specialist (Cyber Infrastructure Category)
	441

	D451
	System Administrator (Cyber Infrastructure Category)
	451

	D461
	Systems Security Analyst (Cyber Infrastructure Category)
	461

	D511
	Cyber Defense Analyst (Cyber Infrastructure Category)
	511

	D521
	Cyber Defense Infrastructure Support Specialist (Cyber Infrastructure Category)
	521

	D531
	Cyber Defense Incident Responder (Cyber Infrastructure Category)
	531

	D541
	Vulnerability Assessment Analyst (Cyber Infrastructure Category)
	541

	D611
	[bookmark: _GoBack]Authorizing Official/Designating Representative (Cyber Infrastructure Category)
	611

	D612
	Security Control Assessor (Cyber Infrastructure Category)
	612

	D621
	Software Developer (Cyber Infrastructure Category)
	621

	CAFC Alphanumeric Code
	CAFC Title
	Corresponding DCWF Work Role Code

	Group 2, continued

	D622
	Secure Software Assessor (Cyber Infrastructure Category)
	622

	D631
	Information Systems Security Developer (Cyber Infrastructure Category)
	631

	D632
	Systems Developer (Cyber Infrastructure Category)
	632

	D641
	Systems Requirements Planner (Cyber Infrastructure Category)
	641

	D651
	Enterprise Architect (Cyber Infrastructure Category)
	651

	D652
	Security Architect (Cyber Infrastructure Category)
	652

	D661
	Research & Development Specialist (Cyber Infrastructure Category)
	661

	D671
	System Testing & Evaluation Specialist (Cyber Infrastructure Category)
	671

	D711
	Cyber Instructional Curriculum Developer (Cyber Infrastructure Category)
	711

	D712
	Cyber Instructor (Cyber Infrastructure Category)
	712

	D722
	Information Systems Security Manager (Cyber Infrastructure Category)
	722

	D723
	COMSEC Manager (Cyber Infrastructure Category)
	723

	D731
	Cyber Legal Advisor (Cyber Infrastructure Category)
	731

	D732
	Privacy Compliance Manager (Cyber Infrastructure Category)
	732

	D751
	Cyber Workforce Developer and Manager (Cyber Infrastructure Category)
	751

	D752
	Cyber Policy and Strategy Planner (Cyber Infrastructure Category)
	752

	D801
	Program Manager (Cyber Infrastructure Category)
	801

	D802
	IT Project Manager (Cyber Infrastructure Category)
	802

	D803
	Product Support Manager (Cyber Infrastructure Category)
	803

	D804
	IT Investment/Portfolio Manager (Cyber Infrastructure Category)
	804

	D805
	IT Program Auditor (Cyber Infrastructure Category)
	805

	D901
	Executive Cyber Leadership (Cyber Infrastructure Category)
	901

	Group 18 - Cyberspace Operations 
(part of Category II - Forces and Direct Support; not all inclusive: previous Group 18 CAFCs are retained but use should be minimized in preference to these)

	V111
	All-Source Analyst (Cyber Operating Forces Category)
	111

	V112
	Mission Assessment Specialist (Cyber Operating Forces Category)
	112

	V121
	Exploitation Analyst (Cyber Operating Forces Category)
	121

	V131
	Target Developer (Cyber Operating Forces Category)
	131

	V132
	Target Network Analyst (Cyber Operating Forces Category)
	132

	V133
	Target Reporter (Cyber Operating Forces Category)
	133

	V141
	 Warning Analyst (Cyber Operating Forces Category)
	141

	V151
	Multi-Disciplined Language Analyst (Cyber Operating Forces Category)
	151

	V211
	Forensics Analyst (Cyber Operating Forces Category)
	211

	V212
	Defense Forensics Analyst (Cyber Operating Forces Category)
	212

	V221
	Crime Investigator (Cyber Operating Forces Category)
	221

	CAFC Alphanumeric Code
	CAFC Title
	Corresponding DCWF Work Role Code

	Group 18, continued

	V311
	All-Source Collection Manager (Cyber Operating Forces Category)
	311

	V312
	All-Source Collection Requirements Manager (Cyber Operating Forces Category)
	312

	V321
	Access Network Operator (Cyber Operating Forces Category)
	321

	V322
	Interactive Operator (Cyber Operating Forces Category)
	322

	V331
	Cyber Intelligence Planner (Cyber Operating Forces Category)
	331

	V332
	Cyber Operations Planner (Cyber Operating Forces Category)
	332

	V333
	Partner Integration Planner (Cyber Operating Forces Category)
	333

	V411
	Technical Support Specialist (Cyber Operating Forces Category)
	411

	V421
	Database Administrator (Cyber Operating Forces Category)
	421

	V422
	Data Analyst (Cyber Operating Forces Category)
	422

	V431
	Knowledge Manager (Cyber Operating Forces Category)
	431

	V441
	Network Operations Specialist (Cyber Operating Forces Category)
	441

	V451
	System Administrator (Cyber Operating Forces Category)
	451

	V461
	Systems Security Analyst (Cyber Operating Forces Category)
	461

	V511
	Cyber Defense Analyst (Cyber Operating Forces Category)
	511

	V521
	Cyber Defense Infrastructure Support Specialist (Cyber Operating Forces Category)
	521

	V531
	Cyber Defense Incident Responder (Cyber Operating Forces Category)
	531

	V541
	Vulnerability Assessment Analyst (Cyber Operating Forces Category)
	541

	V611
	Authorizing Official/Designating Representative (Cyber Operating Forces Category)
	611

	V612
	Security Control Assessor (Cyber Operating Forces Category)
	612

	V621
	Software Developer (Cyber Operating Forces Category)
	621

	V622
	Secure Software Assessor (Cyber Operating Forces Category)
	622

	V631
	Information Systems Security Developer (Cyber Operating Forces Category)
	631

	V632
	Systems Developer (Cyber Operating Forces Category)
	632

	V641
	Systems Requirements Planner (Cyber Operating Forces Category)
	641

	V651
	Enterprise Architect (Cyber Operating Forces Category)
	651

	V652
	Security Architect (Cyber Operating Forces Category)
	652

	V661
	Research & Development Specialist (Cyber Operating Forces Category)
	661

	V671
	System Testing & Evaluation Specialist (Cyber Operating Forces Category)
	671

	V711
	Cyber Instructional Curriculum Developer (Cyber Operating Forces Category)
	711

	V712
	Cyber Instructor (Cyber Operating Forces Category)
	712

	V722
	Information Systems Security Manager (Cyber Operating Forces Category)
	722

	V723
	COMSEC Manager (Cyber Operating Forces Category)
	723

	V731
	Cyber Legal Advisor (Cyber Operating Forces Category)
	731

	V732
	Privacy Compliance Manager (Cyber Operating Forces Category)
	732

	V751
	Cyber Workforce Developer and Manager (Cyber Operating Forces Category)
	751

	CAFC Alphanumeric Code
	CAFC Title
	Corresponding DCWF Work Role Code

	Group 18, continued

	V752
	Cyber Policy and Strategy Planner (Cyber Operating Forces Category)
	752

	V801
	Program Manager (Cyber Operating Forces Category)
	801

	V802
	IT Project Manager (Cyber Operating Forces Category)
	802

	V803
	Product Support Manager (Cyber Operating Forces Category)
	803

	V804
	IT Investment/Portfolio Manager (Cyber Operating Forces Category)
	804

	V805
	IT Program Auditor (Cyber Operating Forces Category)
	805

	V901
	Executive Cyber Leadership (Cyber Operating Forces Category)
	901




