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elcome to the world of FORCEnet’s
s ’s / Innovation and Experimentation
Directorate at NETWARCOM. Our
team supports VADM Starling in conducting
experiments with emerging technologies in -
real world scenarios to see if they should be
incorporated into fleet programs.

The Directorate’s driving goal is to support the
Sailors and Marines out there putting their lives
on the line every day. We want to find the right
things to make their lives better and make their
jobs easier, while saving time and money.

We’re a pretty diverse directorate, incorporating
a cadre of active duty folks from both the
unrestricted and restricted line communities,
Navy civilians and contractors with experience in
those worlds, as well as those who are thoroughly
familiar with the fleet engineering process.
Joining them is a team at the Naval Postgraduate
School in Monterey, CA, who bring the academic
rigor to our efforts. We even have a Submariner
from the Royal Navy who heads up our concept
development department. Overall, the different
perspectives we gain from this diverse team help
us get the most out of each experiment.

The team is spread out across the country, with
a core group at NETWARCOM headquarters on
Naval Amphibious Base (NAB), Little Creek, and
the rest located at one of two FORCEnet Execution
Centers (FXC) at Naval Station Norfolk or NAB
Coronado in San Diego. These two FXC sites

Photo by George D. Bieber
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MY DOMAIN continued ...

are critical to each experiment as they are located close to
the waterfront and allow that needed interaction with the
units tasked with supporting each experiment.

The Directorate works with NETWARCOM’s
Requirements Directorate and the Fleet to determine
where there are gaps in warfighting capabilities and then
searches for solutions to fill those gaps. Solutions come
from a variety of places, some very traditional such as
the Space and Naval Warfare Systems Center and others
from non-traditional sources, such as the Army or small
businesses. The critical part is in the experiment itself.
We go to painstaking lengths to ensure we’ve asked
the right questions and developed a plan to execute and
collect the right data to answer those questions. When
everything is complete, we want to present the best
possible solution to leadership and ensure that solution is
supported with solid reasoning and the right data.

What are some of the challenges you have experienced
since you became NETWARCOM’s Director of Innovation
and Experimentation in December 2008?

One of our biggest challenges has always been getting
promising new technologies through the acquisition
system and into the hands of Sailors and Marines at an
accelerated pace. To help solve that problem, decision
makers need information, so we’re working on building
the complete picture of all of the costs involved to field
and maintain promising technologies. The resulting
information will help the decision makers understand
what the benefit is to the warfighter, what resources it will
take to get the system out into the fleet, and what the costs
are to keep the system in action. We can experiment with
neat technologies all we want, but if we don’t get the right
ones fielded to help the warfighters, we aren’t doing our
job.

How do you perceive the role of NETWARCOM s
FORCEnet Innovation and Experimentation Directorate?

Our role is to find ways to fill in the gaps for
warfighters and help them save lives, save time and save
money. We’ve all been in a situation out in the Fleet
where we’ve said “if I only had something that could do
this....” Our job is to find that “something” and solve
that problem. Sometimes that “something” is a particular
technology; other times it’s just a better way to use what’s
out there. Experimentation answers those “what if?”
questions so we can steer the right answers to the people
with the problems.

What do you feel was your key role in TW 09?

We had a TW Director who handled the thousands
of individual events that made up each facet of TW
experimentation. I made sure he had the proper resources
and worked liaison issues to help smooth out any
concerns people might have, as well as ensuring everyone
involved knew what we were doing and why. TW was a
well oiled machine — my job was to provide top-cover and
market the good work being done by the entire TW team.

Were there more successful experiments this TW 09 than
in previous Trident Warriors?

Every year we are more successful than previous years,
and that’s mostly because every year more and more
people learn about what we do and the good that comes
from it. Our success stories are not exclusive to emerging
technologies, but also include experimentation focused on
enhanced or expanded understanding of current tools and
systems, modifications to processes and/or procedures,
and Tactics, Techniques and Procedures development

and testing. Yes, we do like to find and experiment on
innovative or exciting technologies, but our driving goal
is to focus strictly on those things that are most important
to the warfighter.

In previous Trident Warriors, there have been
experiments with other organizations. Were there any
such experiments in this sea trial?

NCIS has been a strong partner over the years and that
continued in TW 09. We worked with them to evaluate a
collaborative web-based workspace for law enforcement
officials to share information in real time. The goal of the
experiment was to bring in information from around the
globe from any law enforcement agency to help prevent
terrorist acts before they happen. Initial data from the
experiment shows some very positive results and breaks
down some old barriers to communication across law
enforcement jurisdictions.

This year we also leveraged an opportunity to work
with Second Fleet in their Operational Level Command
and Control experiment. By coordinating both
experiments’ timelines, we were able to share some
technologies and assets between the two efforts to save a
considerable amount of money and time. The resultant
work produced synergies from the two experiments that
would not have been captured if we had conducted them
as separate events.

What direction do you foresee future Trident Warriors
taking as far as technology?

Computer technology is developing faster than just
about anything else, and I believe we need to get out
in front before the bad guys figure out how to beat us.
The importance of cyber warfare has been shown with
the stand-up of U.S. Cyber Command and planning for
Fleet Cyber Command. It only makes sense to ensure
we have dominance in the cyber domain to thwart any
attacks against us and to ensure our systems work when
we really need them. Along those lines, TW09 looked at
several technologies designed to increase network security
and connectivity, and TW10 will look at various tools
and technologies to further those goals. The key in any
warfighting arena is understanding what’s out there and
then developing and adapting your tactics to defeat the
enemy. It’s no different in the cyber world.

Do you expect other nations, in addition to Australia,
Canada, New Zealand and the United Kingdom (members
of the current AUSCANNZUKUS TW partnership), to
participate in future Trident Warrior experiments?

Definitely. In fact, other nations have participated in
past Trident Warriors and interest continues to increase

... continued on Page 16
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CAPT Carl R. Conti is the Director, Innovation
and Experimentation, NETWARCOM. He
graduated from Purdue University and was
commissioned in December 1985 through the
Naval ROTC program. Conti attended flight
school at Naval Air Station Pensacola, FL, earned
his wings as a Naval Flight Officer in June 1987
and trained in the A-6 Intruder.

After Fleet Replacement Squadron (FRS)
training at Attack Squadron 128 at NAS Whidbey
Island, WA, he was designated a Bombardier/
Navigator. In June 1988, he reported to the
“Eagles” of Attack Squadron 115 embarked in
USS Midway (CV-41), forward deployed to NAF
Atsugi, Japan. During this tour he deployed on
two Western Pacific cruises and one combat
cruise to the Persian Gulf for Operations Desert
Shield and Desert Storm.

In April 1991, Conti reported as an Instructor at
Attack Squadron 42, the East Coast A-6 FRS at
NAS Oceana, VA, and served there as Airframes/
Power Plants Branch Officer, Assistant Admin
Officer and Head of Intruder Navigation Training.
In December 1993, he reported to Commander,
Carrier Air Wing Eight as Strike Operations
Officer. As the Air Wing was the first to deploy
without the A-6, he completed Naval Air Training
and Operating Procedures Standardization
qualification in the F-14A Tomcat and deployed
on USS Theodore Roosevelt (CVN 71) in 1995.

With the phase-out of the Intruder in 1997,
Conti was selected for transition to the EA-6B
Prowler and returned to NAS Whidbey Island.
Upon completion of the FRS, he reported to the
“Garudas” of Electronic Attack Squadron, one of
four Prowler squadrons assigned to support USAF
Expeditionary Wings, in October, 1997. During
this tour, he made an emergency deployment to
Aviano AB, Italy, for combat operations over
Kosovo during Operation Allied Force.

He next reported to the U.S. Strategic
Command, at Offutt AFB, NE, for a joint tour as
the Chief of the Positive Control Branch, where
he was responsible for safeguarding the use of the
U.S. arsenal of nuclear weapons. While there,
he also served as the Chief of the Support Battle
Staff. He left STRATCOM in 2003, reporting to
the “Warbucks” of Training Squadron VT-4 in
March 2004.

In June 2004, he assumed the duties of XO and
subsequently took command of the Warbucks
in June 2005. During his tenure, the Warbucks
transitioned from the T-34C Turbo Mentor to
the Navy’s newest aircraft, the T-6A Texan II
and won the Chief of Naval Aviation Training
Excellence Award.

Conti returned to the Roosevelt in September
2006 as the Air Officer. After an extensive yard
period, he led the Air Department through the
work-up cycle and the first-ever embarkation
of a French Rafale squadron on a U.S. carrier,
culminating his tour with an Operation Enduring
Freedom cruise in 2008.

During his naval aviation career, Conti has
logged more than 4,000 flight hours and 493
carrier landings in nine different aircraft. b

FORCE CHAPLAIN’S THOUGHTS

n excellent resource for active duty members, reservists, and
Department of Defense civilian personnel and their family

members is the Chaplain’s Religious Enrichment Development

Operation (CREDO).

For more than 30 years, Navy Chaplains have organized and presented
CREDO retreats and workshops to enable DoD personnel and their
families to develop personal and spiritual resources to better meet the

unique challenges of military life.

The most common retreats are: marriage enrichment, personal
growth, spiritual growth, single Sailor, family enrichment, women’s
retreat, and IA warrior transition. Each retreat deals with a wide range
of issues. While the retreats are hosted by chaplains, they are not
explicitly religious, so members of any faith or no faith are welcome to
attend. Each retreat begins on a Thursday or Friday afternoon and lasts
approximately 48 hours. The retreats are free of charge, and include
food, lodging and transportation. They are informal in nature and reports

from participants have been very positive.

There are 10 CREDO centers widely dispersed around the Fleet.
Locations include: Norfolk, VA; Mayport, FL; Groton, CT; San Diego;
Bremerton, WA; Hawaii; Naples, Italy; Okinawa, Japan; Camp Lejeune,

NC and Camp Pendleton, CA.

As a new chaplain, I attended the personal growth and marriage
enrichment retreats more than 20 years ago and really enjoyed them. If
you are interested in any of these retreats, please register by calling one

of the CREDO centers or chaplain’s office near you. ¥
May God Bless,
CAPT George Adams, USN
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SECDEF Establishes Unified U.S. Cyber

Command for Military Cyberspace Operations

Excerpted from a memorandum from the Office of the Secretary of Defense

yberspace and its associated
‘ technologies offer

unprecedented opportunities
to the United States and are vital
to our nation’s security and by
extension, to all aspects of military
operations. Yet our increasing
dependency on cyberspace,
alongside a growing array of
cyber threats and vulnerabilities,
adds a new element of risk
to our national security. To
address this risk effectively and
to secure freedom of action in
cyberspace, the Department of
Defense requires a command
that possesses the required
technical capability and remains
focused on the integration of
cyberspace operations. Further,
this command must be
capable of synchronizing
warfighting effects across the
global security environment
as well as providing support
to civil authorities and
international partners.

Commander, U.S.

Strategic Command
(CDRUSSTRATCOM)

has begun establishing a
subordinate unified command
designated as U.S. Cyber
Command (USCYBERCOM).
In conjunction with

the establishment of
USCYBERCOM and the
development of a new national
strategy for cyber security, the
Under Secretary of Defense

for Policy will lead a review of
policy and strategy to develop a
comprehensive approach to DoD
cyberspace operations.

I intend to recommend that the
President redesignate the position
of Director, National Security
Agency (DIRNSA) as the Director,
National Security Agency and
Commander, U.S. Cyber Command
as a position of importance and

InfoDomain

responsibility under the provisions
of Title 10, United States Code,
Section 601 and authorize it to carry
the grade of general or admiral. 1
also intend to recommend that the
president designate the position of
Deputy Commander, U.S. Cyber

SECDEF Mr. Robert M. Gates

Command as a position of importance
and responsibility under the
provisions of Title 10, United States
Code, Section 601 and authorize it to
carry the grade of lieutenant general
or vice admiral. Should the DIRNSA
position become vacant, the Deputy
Commander, USCYBERCOM
assumes duties as Commander,
USCYBERCOM and the Deputy

Director, National Security Agency
assumes duties as DIRNSA until an
active duty general or flag officer fills
the DIRNSA position.

This command will reach
initial operating capability (I0C)
not later than October 2009 and
full operating capability
(FOC) not later than October
2010. While the preferred
location for the command
headquarters is Fort Meade, MD,
CDRUSSTRATCOM will ensure
that all phases of establishing this
command and selecting the final
command headquarters location
are implemented in accordance
with existing laws
and regulations.

CDRUSSTRATCOM shall
disestablish the Joint Task Force-
Global Network Operations
(JTF-GNO) and Joint Functional
Component Command Network
Warfare (JFCC-NW) prior to
FOC. The military departments
shall identify and provide, for my
approval, appropriate component
support to USCYBERCOM to be
in place and functioning prior to
FOC. Upon disestablishment of
JTE-GNO, the officer formerly
serving as both Director, Defense
Information Systems Agency
(DIRDISA) and Commander,
JTF-GNO will retain the
position and duties as DIRDISA,
relinquishing all duties as
Commander, JTF-GNO, and
continue to provide network
and information assurance technical
assistance to USCYBERCOM as
required. Upon disestablishment
of JTF-GNO, I also intend to
recommend that the president
redesignate the position of DIRDISA
and Commander, JTF-GNO as
DIRDISA, a position of importance
and responsibility under the
provisions of Title 10, United States
Code, Section 601, and authorize it to

carry the grade of lieutenant general
or vice admiral.

The Chairman of the Joint Chiefs
of Staff shall issue a planning order
directing CDRUSSTRATCOM to
develop an implementation plan for
USCYBERCOM, to be submitted
for my approval by September 1,
2009. The implementation plan
must delineate USCYBERCOM’s
mission, roles and responsibilities;
command and control, reporting
and support relationships with
combatant commands, services, and
U.S. government departments and
agencies; minimum requirements
to achieve IOC and FOC; and
accountability measures with
service and DISA network operating
centers. CDRUSSTRATCOM shall
delegate authority to conduct the

specified cyberspace operations
detailed in Section 18.d.(3) of the
Unified Command Plan (UCP) to the
Commander, USCYBERCOM. The
implementation plan will contain a
phased approach for this delegation,
to include those authorities required at
I0C, by FOC, and a recommendation
for the authorities that will be
retained by CDRUSSTRATCOM.
CDRUSSTRATCOM shall submit
this implementation plan to the

Joint Staff and the Office of the
Under Secretary of Defense (policy)
for coordination with combatant
commands, services, and appropriate
DoD agencies.

This memorandum reinforces, but
does not expand, USSTRATCOM
authorities and responsibilities for
military cyberspace operations. In

exercising CDRUSSTRATCOM’s
UCP assigned responsibilities,
USCYBERCOM shall establish
and maintain direct liaison with
combatant commands, services,
and DoD agencies according to

the approved implementation plan.
Further, combatant commanders,
services and DoD agencies shall
remain responsible for compliance
with USSTRATCOM’s direction, as
stipulated by USCYBERCOM, for
operation and defense of the Global
Information Grid. ¥

j e

Robert M. Gates
U.S. Secretary of Defense

Cybersecurity Symposium 2009

Embracing Change Today to Meet the Threats of Tomorrow
From NETWARCOM Public Affairs

WASHINGTON -- The Armed Forces Communications
and Electronics Association (AFCEA) DC chapter’s
Cybersecurity Symposium on June 29, highlighted the
administration’s number one technology priority, and
provided a discussion forum for members of government

organizations, private industry, nonprofits and academia.

CAPT Sean R. Filipowski, director, Computer Network
Operations, N33, NETWARCOM, Fort George G.
Meade, MD, delivered a presentation on ‘“Meeting the

Cyber Challenge.”

“The AFCEA-DC Cybersecurity Symposium provided
an excellent opportunity to address a large audience of
professionals in the field who understand the critical
importance of cybersecurity and its relevance in today’s
environment,” said Filipowski.

The symposium included:

e A robust discussion of the Federal Information
Security Management Act 2.0, with perspectives
from the Office of Management and Budget,
Chief Information Security Officers and

CAPT Sean Filipoowski answers attendees’ questions at AFCEA

DC chapter’s Cybersecurity Symposium.

advocates of change from “The Hill” — everyone
who shares the goal of going beyond compliance
toward addressing real security.

Discussion of the operational aspects of the new
certification and accreditation process (now
Standard Authorization Process) with a panel

of chief information officers from military and
civilian agencies as well as Office of the Director
of National Intelligence — highlighting success
stories in agencies that have made progress as
well as the very real challenges and opportunities
that are faced by agencies and military alike;

An overview of the changes in DoD’s emerging

cybersecurity leadership, with perspectives from
each of the services; and,
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e An update on the Comprehensive National
Cybersecurity Initiative and the progress that
the administration has made in the first five
months toward a more comprehensive strategy
and leadership, building on and amplifying the
previous administration’s efforts.

Guest speakers included LTG Keith B. Alexander,
who is Director of the National Security Agency, Chief,
Central Security Office and commander, Joint Functional
Component Command-Network Warfare; retired Air
Force LTG, Harry Raduege, Chairman, Center for
Network Innovation Deloitte and Touche LLP; and
Dr. Ron Ross, National Institute of Standards and
Technology Computer Security Division.

The conference built upon the success of sister
AFCEA chapters in the region which have been
holding similar regional conferences for the last decade,
highlighting the needs of the Army, Navy/Marines,

Air Force, law enforcement and health information
technology communities. ¥

Fleet Cyber Command

hen the Secretary of Defense
directed the establishment
of U. S. Cyber Command

(USCYBERCOM), he tasked each of
the services to identify and provide
support to the new organization. As
such, the Navy will establish Fleet Cyber
Command/Commander TENTH Fleet
(FLTCYBERCOM/COMTENTHFLT) to
serve as the Navy Component Commander
to U. S. Cyber Command.

The Director of Naval Intelligence .
was directed to lead a implementation
team that includes senior leaders from
NETWARCOM and Fleet Forces
Command to develop the mission, roles,
responsibilities, command and control,
reporting and support relationships across
the Navy and with USCYBERCOM. The
implementation plan was to be completed
by 31 August with initial operational
capability on 1 October.

Additional details will be promulgated
in future issues of /nfoDomain as they

become available. ¥ / [ 4
(Above) LCDR Robin Suntheimer, NETWARCOM’s military personnel

officer, updates information from her “home office.” Suntheimer is one of 15
NETWARCOM personnel participating in the command’s telework program.
(Photo Illustration by MC2 Adrian T. White)

By LCDR Elizabeth Zimmermann, Task Force Life Work
& MC2 Adrian T. White, NETWARCOM Public Affairs

he Navy Virtual Command
I Pilot program received

recognition as the “Best
New Telework Initiative” June 2
at the 2009 Tele-Vision Awards,
sponsored by the Telework
Exchange to recognize excellence
in government telework.

Launched in late 2008, the
pilot allows officers and senior
enlisted to fill headquarters billets
by teleworking. No relocation
is required, thereby reducing
permanent change-of-station costs
and providing geographic stability
for participants.

“While only a few billets are
open right now, the concept is
playing out — thanks to our ability
to telework,” said CAPT Jim
Oakes, who not only manages the
program for the Chief of Naval
Personnel (CNP) but participates
from his home office in Pittsburgh.
“We have been able to retain a
post-major-command submarine
captain and a young lieutenant
because of this pilot, and have
others coming online soon.”

- Although still small, the Virtual
Command Pilot Program is seen as
a step in the right direction.

- “As we move the ball forward,
we need to amplify the successes
we’ve had thus far,” said Steve
O’Keeffe, executive director

of the Telework Exchange. He
highlighted the fact that the federal
work force is becoming younger
and has an increased focus on life/
work concerns, encouraging active
and expanded pursuit of telework
as an answer.

“Flexible work options are a

must for the millennial generation,”

said CAPT Ken Barrett, head of

the Navy’s Task Force Life Work
(TFLW) — which seeks to develop
new ways to better integrate
Sailors’ life and work.

“As we compete with other Top
50 organizations to recruit and
retain the best and brightest of our
nation, we need to offer a flexible
menu of options.”

The Virtual Command Pilot
program is an extension of CNP’s
telework program, which affords
numerous individuals across the
Manpower, Personnel, Training and
Education domain the opportunity
to telework one or more days a
week — saving gas, increasing
personal time and reaping other
personal and professional benefits.
It is one of several TFLW
initiatives implemented or piloted
in the last two years.

Some find inspiration in the
Navy’s efforts.

“I like to see the Navy doing
[telework] because a lot of
people look to the Navy as an
example,” said Kathryn Kadilak,
vice president of the Mid-Atlantic
Telework Advisory Council.

“The Navy plays a leadership
role in the federal community,
and you have an opportunity to
provide an example for other
government organizations.”

Kadilak is just one of many who
have noticed the Navy’s foray
into telework. Other Telework
Exchange events have highlighted
the Navy’s programs, including
the April 2009 Telework Exchange
Town Hall Meeting, during which
CNP’s deputy, senior executive
Sharie Bourbeau, gave the keynote
address commenting on the
forward-leaning nature of

the program.

“We are looking for ways to
help individuals find balance,”
said Barrett. “It’s not just the
right thing to do in terms of taking
care of our people, but it’s the
smart thing to do to retain them.
Telework is just one of the things
we’re doing, but it’s a great life/
work integration tool, and we
hope to see more of it throughout
our Navy.”

Naval Network Warfare
Command implemented the pilot
telework program in March.

“Right now we have a total of 15
participants from Administration
and Facilities participating,” said
Director for Headquarters Support,
Tim Bovill. “Thus far, the program
has saved a total of 36,000 miles
per year, but we expect that number
to go up drastically when we
expand in August.”

Military Personnel Officer for
NETWARCOM, LCDR Robin
Suntheimer, one of the command’s
participants, recognizes that her
productivity increased substantially
thanks to the pilot program.

“The telework program aides me
by decreasing my travel distance by
more than 70 miles per week,” she
said. “And by working at home, I
can get more done in a day, as there
are fewer distractions.”

For more information on
telework and other Task Force
Life Work initiatives, visit: Www.
npc.navy.mil/CommandSupport/
TaskForceLifeWork. ¥
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ShortCircuiTs

SAN DIEGO -- Commander, U.S.
3rd Fleet received preliminary
accreditation as a maritime
operations center (MOC) by U.S.
Fleet Forces Command June 1 after
completing its accreditation exercise,
Terminal Fury, in May.

“Each and every one of you, from
the most junior Sailor to the top of
the MOC echelon, played a key role
in the success of 3rd Fleet achieving
its accreditation and I’'m proud of all
of you for your professionalism and
dedication,” said VADM Samuel J.
Locklear, 3rd Fleet commander.

The accreditation took place in
two phases. The first phase consisted
of the accreditation team observing
how the staff operates on a day-to-
day basis, and comparing 3rd Fleet’s
organizational elements, equipment
and training to established MOC
requirements when not responding
to contingencies.

Terminal Fury was the second
phase and tested the 3rd Fleet staff’s
ability to execute core tasks during a
major exercise designed to evaluate
its ability to respond and successfully
manage multiple simultaneous events
in a warfighting environment.

“We can now conduct centralized

U.S. 3rd Fleet Joins Global Operations Network

By MC1(SW) Krishna Jackson, Commander, U.S. 3rd Fleet Public Affairs

planning and decentralized execution
-- and the last time we did that
was when Admiral Halsey was
here. We’re more focused now on
the operational level of war,” said
3rd Fleet MOC Deputy Director,
CAPT Kevin J. Baum. “This is
a big step toward completing a
globally networked Navy that now
has the ability to decisively and
expeditiously respond to disaster
relief, contingencies and military
operations around the world.”

Third Fleet is now aligned
with already accredited MOCs at
Commander, U.S. Pacific Fleet; 2nd
Fleet; 4th Fleet; 5th Fleet; 6th Fleet
and 7th Fleet. Commander, 4th Fleet
will be accredited during the annual
multinational exercise PANAMAX
09 in August.

The MOC concept establishes
an integrated global network of
operations centers that are designed
to deliver coordinated maritime
capability to a broad spectrum
of operations. They enhance the
Navy’s command and control of
forces at the operational level via
headquarters manned by qualified
personnel who specialize in global
interoperability and the systems

necessary to conduct those operations.

Accreditation as a MOC enables
3rd Fleet to request and receive
augmentation from 2nd Fleet if a
natural disaster such as an earthquake
were to hit Southern California. In
such a situation, 3rd Fleet could then
coordinate disaster relief efforts and
still be able to support operations off
the coast and in forward deployed
areas of operation.

The accreditation team reported
3rd Fleet’s ability to operate as a
MOC, including planning processes
and coordination, was the best
observed to date.

“Just a couple years ago we were
not prepared to operate as a maritime
operations center, and now we are
recognized as the top performing
maritime operation center in the Navy,
so far, and it’s because of people like
you who are experts at what you do
that made this possible,” Locklear told
his staff.

While following standardized
processes, MOC:s are flexible, scalable
and can be tailored to support the
execution of core capabilities of the
maritime strategy.
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(Left & front) Commander, Naval
Education and Training Command,
RADM Gary R. Jones congratulates
the Navy Credentialing Opportunities
On-Line (COOL) team, headquartered
at CID Corry Station for winning the
American Society for Training and
Development award. The COOL
team took the award in the category
of Carrer Development and for being
a “Citation” winner in the category of
Workspace and Development. Navy
COOL is a Web site that provides
information on how Navy personnel
can fulfill the requirements for civilian
credentials relate to their job ratings.
(Photo by Gary Nichols, CID Corry
Station PAO)
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Navy COOL Smart Choice for Future

By Gary Nichols, CID Corry Station PAO

PENSACOLA, FL -- With the current
economic situation, the Navy’s jobs, benefits
and career opportunities are becoming even
more attractive for some people eligible for
military service.

One of those benefits is the Navy
Credentialing Opportunities On-Line program,
known as Navy COOL. This program
provides funding for Navy enlisted personnel
to obtain civilian licenses and certifications that
are equivalent to Navy jobs or ratings. This
is significant because Sailors now have a
definite advantage in the civilian job market
upon retirement or at the end of active
obligated service.

The Navy COOL program helps make the
Navy a smart choice for young men and women
who are considering serving their country, but
are unsure which job they want or which branch
of the Armed Forces they wish to serve in.

Originally modeled on a program by the
Army, the Navy COOL program has taken on
a life of its own and grown exponentially in the
scope of certifications it offers to Sailors in the
two years the program has been in existence.

According to Navy COOL Program
Supervisor Sam Kelley, what sets Navy COOL
apart is the fact that every Navy specialty or
rating is cross-linked with Department of Labor
information to ensure at least one civilian
certification is offered to match every job
in the Navy.

While it’s true the Navy does need a large
pool of applicants, it places an even higher
priority on recruiting the best applicants
possible. Someone who is interested in
improving him or herself is likely to be a go-
getter who would take advantage of all that
Navy COOL offers. That’s the kind of person

the Navy is interested in recruiting and retaining.

According to Kelley, by the end of their initial
enlistment, the Navy will have invested about
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$100,000 in training, pay, allowances, berthing,
food and transportation for each Sailor.

Kelley and his colleagues have reported that
intuitively, it would seem that Sailors would
“jump ship” after receiving their credentials,
but their metrics indicate that is not happening.

More than 2,400 Sailors have stayed in
the Navy after obtaining their licenses or
certifications through Navy COOL. The return
on investment, or as Kelley likes to say “cost
avoidance” (since the Navy kept these Sailors
instead of losing them to the civilian sector), is
a rather impressive $240 million.

Undoubtedly, some Sailors are leaving the
Navy with newly minted credentials in tow,
but Navy COOL Program Manager Keith
Boring is not overly concerned by these
occasional losses.

“A trained and certified worker is surely
contributing to society in a positive way, too,
and that is not a bad thing because it is helping
to keep the country strong,” Boring said. ‘“Plus,
someone who is successful in the civilian sector
after receiving Navy training and having the
Navy pay for his or her civilian certifications
is a living, breathing recruiting poster for
the Navy.”

All Sailors can benefit from Navy COOL,
even those potential Sailors who have yet to
raise their hand and take the oath to serve their
country. Navy COOL can help make active-
duty Sailors better at their present job, too.

At some point in their careers, whether they
serve for three years or 30 years, every Sailor
must eventually take off their uniform and
rejoin the civilian sector. Navy COOL will
help make that transition easier and provide the
necessary tools for that Sailor-turned-civilian to
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