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What’s Driving Single TA? 
Paragraph 3.c Warfighting Capability (7)

CNO tasking memo 09 Sep 2011
Unification of Info Dominance TA/ 
procurement under SPAWAR
System-of-Systems (SoS) approach across all platform types to include 
architecture/requirements & their governance, resourcing & certification

Enterprise-level TA focus is the only way to drive Info Dominance into & across the Navy’s warfighting
portfolio  to achieve Integration & Interoperability



How does SPAWAR define that Single TA?
Definition and control of a managed 
SoS baseline that directly tracks to 
delivered capabilities by the PEOs
Formal method of governance and 
change control that puts discipline & 
rigor into investment decisions at the 
enterprise-level
An inherently Governmental function 
executed by a trained & technically 
savvy workforce supplemented by 
warfare centers, FFRDCs & industry 
partners

SoS approach puts systems engineering rigor & discipline into every Info Dominance acquisition/sustainment 
decision



Why a SoS approach for single TA?
SoS approach puts Gov’t in control 
of the Navy’s enterprise-level 
architecture & requirements baseline
Sweet spot for SoS enginering &
integration ~10-15% of total acq
budget
Provides single framework for 
driving integration, interoperability & 
standards into & across the 
enterprise
Reduces the probability of technical, 
cost & schedule overruns for every 
portfolio program
Builds the Gov’t’s technical 
expertise so we can stand toe-to-toe 
with industry on proposed solutions

Cost Performance vs. SE Effort

Schedule Performance vs. SE Effort

Gov’t controls the “as is” &  “to be” baselines to deliver the right 
capabilities at the right time & price

% $ Spent on SE Effort

% $ Spent on SE Effort



Creating & managing the SoS TA baseline
No SPAWAR TA SoS engineering 
baseline exists today
Have to identify & capture the 
appropriate baseline artifacts 
required to exert SPAWAR’s TA

Includes architecture diagrams 
threads, requirements & 
interface control specs, 
standards specs, etc.

Create & implement a governance 
structure for managing those 
artifacts within the Information 
Dominance swim lane (N2/N6, 
SPAWAR, SPAWAR’s PEOs)
Intersection & flowdown into the 
Joint SYSCOM TA instruction

• SoS baseline will provide orderly 
flowdown of requirements from user 
needs to implemented platform 
baselines

• SPAWAR’s TA baseline is the 
engineering/integration bridge at the 
enterprise-level (the artifacts in 
purple)



Creating the Joint SYSCOM TA list
Stand up joint SYSCOM 
working group to 
survey/disposition DITPR-DON 
programs
SPAWAR identified as

Primary (SPAWAR & SPAWAR-
aligned PEOs have life cycle 
responsibility); or 
Supporting (other SYSCOMs & their 
aligned PEOs retain life cycle 
responsibility but adhere to 
SPAWAR’s SoS TA requirements/ 
standards/testing & cert criteria)

Consensus list approved by 
SYSCOM CDRs & governed via 
Joint SYSCOM SoS instruction 
(a living construct)

• Must disposition POR & Non-POR 
programs ~ 1600+ items

• Use DITPR-DON database as 
starting point for negotiations



Summary

SoS approach for single TA brings order & discipline 
to Navy’s IT/Info, Comms & Networks environment

Gov’t controls the baseline via SoS artifacts & governance
SoS requirements flowdown to PEOs for resourcing & 
implementation
5.0 & PEOs define the future “to be”
Joint SYSCOM list & TA instruction govern relationships to 
surface and air platforms

Single TA stands up incrementally FY12-13
Creation of baseline SoS artifacts (per priority)
Creation & stand up of new governance bodies


